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Tugas kelompok 4 ini merupakan kelanjutan dari tugas kelompok 2 dan 3 dengan menambahkan bagian dari artikel ilmiah yaitu bagian 4. **Review findings and discussions**, dan bagian 5, **conclusion**, seperti contoh artikel yang dapat diakses di [SLR](https://sci-hub.hkvisa.net/10.1016/j.cor.2020.104926). Beberapa hal yang harus anda kerjakan untuk menjawab tugas ini adalah:

1. Tuliskan analisis dan pembahasan hasil studi literatur dalam bentuk text berdasarkan rumusan masalah (research questions) yang sudah dituliskan di review methodology.

**Jawab:**

Analisis dan pembahasan hasil studi literatur berdasarkan rumusan masalah (research questions) yang telah dituliskan dalam review methodology dapat disajikan sebagai berikut:

**Research Question 1: Bagaimana tren terkini dalam teknologi IT digunakan untuk mendeteksi penipuan kartu kredit?**

Hasil tinjauan literatur menunjukkan bahwa teknologi IT telah mengalami perkembangan yang pesat dalam upaya mendeteksi penipuan kartu kredit. Algoritme pembelajaran mesin menjadi fokus utama dalam menghadapi tantangan ini. Banyak penelitian terbaru telah mengeksplorasi metode pembelajaran mesin seperti Random Forest, Neural Networks, dan Support Vector Machines untuk mengidentifikasi pola penipuan yang semakin kompleks. Selain itu, teknik pengolahan bahasa alami (NLP) juga mulai digunakan untuk menganalisis teks terkait transaksi dan perilaku pengguna.

**Research Question 2: Apa saja tantangan utama dalam implementasi teknologi IT untuk deteksi penipuan kartu kredit?**

Terdapat beberapa tantangan kunci dalam implementasi teknologi IT untuk deteksi penipuan kartu kredit. Pertama, terdapat masalah kurangnya data yang tersedia untuk umum, terutama data penipuan yang terbatas. Hal ini mempengaruhi kemampuan algoritme pembelajaran mesin untuk mengidentifikasi pola penipuan dengan akurasi yang tinggi. Selain itu, distribusi kelas yang tidak merata, di mana sebagian besar transaksi adalah transaksi yang sah, juga merupakan tantangan. Hal ini bisa mengakibatkan algoritme cenderung "mengabaikan" kasus penipuan. Di samping itu, para penipu terus mengembangkan taktik mereka, sehingga algoritme harus dapat beradaptasi dengan perubahan pola penipuan yang terus berkembang.

**Research Question 3: Bagaimana teknologi IT dapat mengatasi tantangan yang dihadapi dalam deteksi penipuan kartu kredit?**

Dalam upaya mengatasi tantangan dalam deteksi penipuan kartu kredit, beberapa teknik dan pendekatan telah diusulkan. Salah satu pendekatan yang umum digunakan adalah oversampling menggunakan metode seperti SMOTE (Synthetic Minority Over-sampling Technique) untuk mengatasi masalah distribusi kelas yang tidak merata. Selain itu, penggunaan pembelajaran tambahan (ensemble learning) telah menjadi strategi yang efektif dalam meningkatkan akurasi deteksi penipuan. Dengan menggabungkan beberapa model pembelajaran mesin, sistem dapat menjadi lebih tangguh terhadap perubahan pola penipuan.

Dalam keseluruhan analisis dan pembahasan, dapat disimpulkan bahwa teknologi IT memiliki potensi besar dalam deteksi penipuan kartu kredit, tetapi tantangan seperti ketersediaan data, distribusi kelas yang tidak merata, dan taktik penipuan yang terus berkembang tetap menjadi perhatian. Upaya terus menerus dalam pengembangan algoritme dan teknik deteksi diperlukan untuk menjaga langkah dengan penipuan kartu kredit yang semakin canggih.

2. Tuliskan bagian simpulan dan saran

**Jawab:**

* **Simpulan:**

Berdasarkan hasil analisis statistik deskriptif, dapat disimpulkan bahwa tren terkini dalam teknologi IT untuk deteksi penipuan kartu kredit adalah sebagai berikut:

1. Ada peningkatan penggunaan algoritma pembelajaran mesin untuk mendeteksi penipuan kartu kredit.
2. Algoritma pembelajaran mesin yang paling banyak digunakan adalah SVM, Decision Tree, dan Random Forest.
3. Teknik pengambilan sampel yang paling banyak digunakan adalah SMOTE.
4. Penggunaan pembelajaran tambahan untuk mengatasi perubahan pola penipuan semakin meningkat.

* **Saran:**

Dalam penerapan teknologi IT untuk deteksi penipuan kartu kredit perlu dicek Kembali apakah teknologi tersebut mampu mengatasi tantangan dan kendala yang ada seperti keterbatasan data, distribusi kelas yang tidak merata, dan mendeteksi pola penipuan yang terus berubah.

3. Tuliskan daftar Pustaka minimal sebanyak 15 buah yang semuanya dicitasi dalam text artikel.

**Jawab**:
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4. Lakukan cek plagiarisme dari paper yang sudah anda selesaikan ini dengan menggunakan tools cek plagiarism tertentu dan hasilnya dibuat dalam bentuk file pdf yang disubmit bersamaan dengan jawaban tugas ini yang disatukan ke dalam zip file.

**Jawab:**

File sudah terlampir

5. Kriteria hasil cek plagiarism yang dapat dikumpulkan adalah kurang dari 15%

**Jawab**:

Berdasarkan hasil cek plagiarism maka dapat disimpulkan bahwa paper dari team 3